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## Bare-bone 2-party signing: Schnorr vs Dilithium

$$
\begin{aligned}
& P_{1}\left(\mathbf{s}_{1}, p k=\left[\mathbf{s}_{1}+\mathbf{s}_{2}\right] G\right) \\
& \mathbf{y}_{1} \leftarrow \$ \mathbb{Z}_{q} ; \mathbf{w}_{1}=\left[\mathbf{y}_{1}\right] G \\
& c \leftarrow H\left(\mathbf{w}_{1}+\mathbf{w}_{2}, m, p k\right) \\
& \mathbf{z}_{1}=c \mathbf{s}_{1}+\mathbf{y}_{1}
\end{aligned}
$$

$\qquad$
$\qquad$ _
$\qquad$
$\mathrm{z}_{2}$
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$$

- Round 1: Exchange "commitments" $\mathbf{w}_{i}$ and locally derive a joint challenge $c$
- Round 2: Compute signature shares $\mathbf{z}_{i}$ and exchange them
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## Recent observations in the DL-setting apply!

1. Variant of the concurrent attack against bare-bone 2-round protocols in DL
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## Takeaways

- Progress in multi-party DL signing highly affects lattice-based counterparts!
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Unclear if the same approach generalizes to t-out-of-n signing
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Thank you!
More details at https://ia.cr/2020/1110
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## Concurrent attack against bare-bone protocol

$\mathcal{A}$ (malicious) has $\mathrm{s}^{\prime} ; P$ (honest) has s ; joint public key is $\mathbf{t}=\mathbf{A}\left(\mathrm{s}^{\prime}+\mathrm{s}\right)$

1. $\mathcal{A}$ starts $k$ concurrent sessions on the same $m$; receive $\mathrm{w}_{1}, \ldots, \mathrm{w}_{k}$ from $P$ by solving a sparse, ternary variant of the generalized birthday problem for $(k+1)$ trees [Wag02]: GBP over $\left(C=\left\{c \in \mathbb{Z}^{N}:\|c\|_{1}=\kappa \wedge\|c\|_{\infty}=1\right\},+\right)$
2. $\mathcal{A}$ resumes the sessions by sending $w_{1}^{\prime}, \ldots, w_{k}^{\prime} ; P$ returns
3. Output a forgery $\left(\mathbf{w}^{*}, \mathbf{z}^{*}, m^{*}\right)$ where
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