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Certification Number:________________ 

 
 
____________________________________________ attended the following professional educational activity.   

(NAME) 
 
Title: ______Federal Computer Security Managers’ Forum Meeting 2-day “Offsite”__________________ 
 
Date(s): _________May 8-9-2019 ________________         CPE Hours Earned: _____2 days (16 hours)___ 
 
Sponsor(s): ______National Institute of Standards and Technology – Computer Security Division_____________ 
 
Location: ____________NIST – 100 Bureau Drive, Gaithersburg MD__________________________ 
 
Name of Meeting Chair: ________ Jody Jacobs, NIST Computer Security Division_________ 
 
Purpose of Meeting: 
The Federal Computer Security Program Managers' Forum (Forum) is an informal group sponsored by NIST to 
promote the sharing of information system security information among federal agencies.  The Forum hosts three 
half-day meetings and a 2-day conference to discuss current issues and items of interest to those responsible for 
protecting non-national security systems across the federal government each fiscal year.  The Forum plays a 
valuable role in helping NIST to share information directly with federal agency information security program 
managers in fulfillment of NIST’s cybersecurity leadership mandate under the Federal Information Security 
Modernization Act (FISMA). 
 
May 2019 presentations include current technical, operational and management information systems security 
topics and updates on the activities of NSC, OMB, GAO, GSA, DHS, PBGC, HHS, and NIST.  Presentations 
include: 

• The Federal Acquisition Supply Chain Security Act of 2018 
• ICT Supply Chain Risk Management Task Force Update 
• Updates from Office of Management and Budget (OMB) 
• Cybersecurity Performance Insights and Data Analytics 
• Small Agency Organization Information 
• Update from the U.S. Government Accountability Office (GAO) 
• Security Control Overlay Development 
• User Content in Phishing Susceptibility 
• Federal Information Processing Standard (FIPS) 140-3 Encryption 
• Privacy Framework and Collaboration Space 
• Next Generation Cybersecurity and Risk Management – 2019 and Beyond 
• Pension Benefit Guaranty Corporation Authorization to Use Guidance Overview 
• Open, Public, Electronic, and Necessary (OPEN) Government Data Act 

The Continuing Education Units form is provided as a courtesy.  It is the responsibility of the attendee to complete 
and submit with their certifying authority.   

Contact Information: 
Website: https://csrc.nist.gov/Projects/Forum  

Email:  Sec-forum@nist.gov  
Phone: 301-975-4728 
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