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. . Ideally: FDA 510K is updated to include a requirement for the provision

of industry accepted security controls for devices utilizing embedded
operating systems or other controllers associated with a medical device

Alternatively: The FDA issues a clear statement to the community that
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