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Information Protection – risk matrix 



Data Protection 
 

Protect proprietary data 

Device 
Management 

Secure devices from cyber 
attack 

Network Security 

Control access to the 
network 

Insiders 
• Disgruntled employees  
• Disgruntled contractors 

Outsiders 
• Organized bank robbers 
• Organized formula thieves 
• Hacktivists 



Regrounding the Organization on Key 

Risk Areas 

Formula Theft 

Risk area Define the asset What controls are 

in place 

Special Controls 

Training 

Who has access? 

Where do the 

formulas 

reside? 

Which formulas are 

most important? 

How many  

formulas do we 

have? 
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Digital Guardian 
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Need-to-know 

Business 

responsibility & 
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