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STRATEGY 

VISION 
ADVANCE CYBERSECURITY 
A secure cyber infrastructure that 
inspires technological innovation 
and fosters economic growth 

MISSION 
ACCELERATE ADOPTION OF 
SECURE TECHNOLOGIES 
Collaborate with innovators to provide 
real-world, standards-based 
cybersecurity capabilities that address 
business needs 

GOAL 1 
PROVIDE PRACTICAL 
CYBERSECURITY 
Help people secure their data and 
digital infrastructure by equipping 
them with practical ways to implement 
standards-based cybersecurity 
solutions that are modular, repeatable 
and scalable 

GOAL 2 
INCREASE RATE OF 
ADOPTION 
Enable companies to rapidly deploy 
commercially available cybersecurity 
technologies by reducing 
technological, educational and 
economic barriers to adoption 

GOAL 3 
ACCELERATE 
INNOVATION 
Empower innovators to 
creatively address 
businesses’ most pressing 
cybersecurity challenges in a 
state-of-the-art, collaborative 
environment 
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ENGAGEMENT & BUSINESS MODEL 

ORGANIZE + 
ENGAGE 

TRANSFER + LEARN 
Guide stronger practices 

IMPLEMENT + TEST 
Build a reference design 

DEFINE + ARTICULATE 
Describe the business problem 

ACTION ACTION ACTION ACTION 

Identify and 
describe 
business 
problem 

Conduct 
market 
research 

Vet project 
and use case 
descriptions 

OUTCOME 

Define business problems 
and project descriptions, 

refine into specific use case 

Welcome to the NCCoE 

Publish project use 
cases and solicit 
responses 

Select partners 
and 
collaborators 

Sign 
CRADA 

OUTCOME OUTCOME OUTCOME 

Collaborate with partners 
from industry, government, 

academia and the IT 
community on reference 

design 

Build 
reference 
design 

Test 
reference 
design 

Identify 
gaps 

Practical, usable, 
repeatable reference 

design that addresses the 
business problem 

Collect 
documents 

Tech 
transfer 

Document 
lessons 
learned 

Set of all material 
necessary to implement 

and easily adopt the 
reference design 
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nccoe@nist.gov 301.975.0200	 

9700 Great	 Seneca	 Hwy 
Rockville, MD 20850 hDp://nccoe.nist.gov 



  

  	 	 	 	 	 	 		 	 	 	
	 	 	 	 	 	 	 	

  	 	 	 	 	 	 	 	 	 	
	 	 	 	 	 	

	

  	 	 	 	 	 	 	 	 	 	 	

  	 	 	 	 	 	 	 	 	 	 	
	 	 	 	 	 	 	
	 	

PMO’S SUGGESTED FEE STRUCTURE 

§ 1% of contract	 value added as a	 fee to cover reimbursable efforts
 
(e.g.	 AMD) –	 this would be considered the “IAA Fee” 

v NIST Finance Office refers to this as the “light	 rate” and 
suggested this will cover reimbursable costs 

AND 

§ 17% rate added to the fully burdened cost	 of NCCoE employee (see 
slide 7)	 

v NIST Finance Office refers to this as “off-site rate” and believes 
this would suffice as full cost	 reimbursement	 for NCCoE’s Bme 
and equipment	 refresh 
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BACKGROUND 

Agency: Interagency contract program Fee rate 

DOI: Assisted Acquisi?on Services Program 2.0% to 5.0% 

GSA: Assisted Acquisi?on Services Program 1.0% to 12.0% 

GSA: Mul?-agency Contract—Networx 7.0% 

GSA: Mul?ple Award Schedules (MAS) Program 0.75% 

NASA: Governmentwide Acquisi?on Contract 
—Solu?ons	for	Enterprise-Wide	Procurement 0.45% 

NIH: Governmentwide Acquisi?on Contracts 
—Chief	Informa?on 	Officer	Solu?ons	and 	Partners	2 	Innova?ons		 
—Image	World2 	New	Dimensions		 
—Electronic	Commodi?es	Store	III 

0.5% to 1.0% 
0.25% to 1.0% 

0.5% 
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