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# Org Commentor Type Page # Line # Section Comment(Include 
rationale for 
comment) 

Suggested change 

1 
US 
Navy Tim Kramer A 6 367 2.1 

Link for "NIST 
Organic Act" goes to 
"NIST Act", which 
disusses amendments 
to the NIST Organic 
Act in the footnotes. 

Determine if "NIST Organic Act" is the proper title and, if 
not, modify to correct.          
Accepted. - wcb 

2 
US 
Navy Tim Kramer A throughout throughout throughout 

Recommend unifying 
links to external 
guidance 

Either use live links in document for all referenced NIST 
SPs and Federal Law or point to them via an enumeration 
of references. Example: lines 392 through 445 do not 
contain live links.                               
Accepted. - wcb 

3 
US 
Navy Tim Kramer A throughout throughout throughout 

Is there plan to 
standardize the 
format of this 
document (e.g., 
definitions and 
acronyms listed as 
Appendices vice 
opening sections)? 

Just a question about format                     
Current format is consistent with related Special 
Publications. - wcb 
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4 
US 
Navy Tim Kramer S 

not 
discussed 

not 
discussed 

not 
discussed 

Relating to FIPS 
140-2, another 
important document 
to reference is the 
"Implementation 
Guidance for FIPS 
PUB 140-2 and the 
Cryptographic 
Module Validation 
Program" which is 
periodically updated 
to list additional 
clarification/guidance 
relating to FIPS 140-
2.  This document 
requires periodic 
review as it's updated 
periodically and 
requirements do 
change.  Example: 
Section 7.2 was 
written to provide 
guidance that limited 
acceptable use of 
IEEE 802.11i Key 
Derivation Protocls 
(including data 
protection methods).  
This section has been 
updated multipole 
times.                
Accepted. - wcb 

Title: Implementation Guidance for FIPS PUB 140-2 and 
the Cryptographic Module Validation Program 
Link: 
http://csrc.nist.gov/groups/STM/cmvp/documents/fips140-
2/FIPS1402IG.pdf 

 


