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Foreword

ISO (the International Organization for Standardization) and IEC (the International Electrotechnical Commission) form the specialised system for world-wide Standardization. National bodies that are members of ISO or IEC participate in the development of International Standards through technical committees established by the respective organisations to deal with particular fields of technical activity. ISO and IEC technical committees collaborate in fields of mutual interest. Other international organisations, governmental or non-governmental, in liaison with ISO and IEC, also take part in the work.

In the field of information technology, ISO and IEC have established a joint technical committee, ISO/IEC JTC1. In addition to developing International Standards, ISO/IEC JTC1 has created a Special Group on Functional Standardization for the elaboration of International Standardized Profiles.

An International Standardized Profile is an internationally agreed, harmonised document which identifies a standard or group of standards, together with options and parameters, necessary to accomplish a function or set of functions.

Draft International Standardized Profiles are circulated to national bodies for voting. Publication as an International Standardized Profile requires approval by at least 75 % of the national bodies casting a vote.

ISO/IEC ISP 15125-4 was prepared with the collaboration of:

SYMBOL 183 \f "Symbol" \s 10 \h
Asia-Oceania Workshop (AOW);

SYMBOL 183 \f "Symbol" \s 10 \h
Directory workshop of Information Society Standardization System (ISSS WS-DIR);

SYMBOL 183 \f "Symbol" \s 10 \h
OSE Implementors Workshop (OIW).

 <Is this correct now?> 
ISO/IEC ISP 15125 consists of the following parts under the general title Information technology—International Standardised Profiles ADYnn—The Directory

SYMBOL 183 \f "Symbol" \s 10 \h
Part 0–Common Upper Layer Requirements for the Directory

SYMBOL 183 \f "Symbol" \s 10 \h
Part 1–ADY11:
DUA support of Directory Access Protocol

SYMBOL 183 \f "Symbol" \s 10 \h
Part 2–ADY12:
DUA support of Distributed Operations

SYMBOL 183 \f "Symbol" \s 10 \h
Part 3–ADY21:
DSA support of Directory Access

SYMBOL 183 \f "Symbol" \s 10 \h
Part 4–ADY22:
DSA support of Distributed Operations

SYMBOL 183 \f "Symbol" \s 10 \h
Part 5–ADY41:
DUA Authentication as DAP initiator

SYMBOL 183 \f "Symbol" \s 10 \h
Part 6–ADY42:
DSA Authentication as DAP responder

SYMBOL 183 \f "Symbol" \s 10 \h
Part 7–ADY43:
DSA to DSA Authentication

SYMBOL 183 \f "Symbol" \s 10 \h
Part 8–ADY44:
DSA Simple Access Control

SYMBOL 183 \f "Symbol" \s 10 \h
Part 9–ADY45:
DSA Basic Access Control

SYMBOL 183 \f "Symbol" \s 10 \h
Part 10–ADY51:
Shadowing using ROSE

SYMBOL 183 \f "Symbol" \s 10 \h
Part 11–ADY52:
Shadowing using RTSE

SYMBOL 183 \f "Symbol" \s 10 \h
Part 12–ADY53:
Shadowing subset

SYMBOL 183 \f "Symbol" \s 10 \h
Part 13–ADY61:
Administrative areas

SYMBOL 183 \f "Symbol" \s 10 \h
Part 14–ADY62:
Establishment and utilisation of shadowing agreements

SYMBOL 183 \f "Symbol" \s 10 \h
Part 15–ADY63:
Schema administration and publication

SYMBOL 183 \f "Symbol" \s 10 \h
Part 16–ADY71:
Shadowing Operational Binding

SYMBOL 183 \f "Symbol" \s 10 \h
Part 17–ADY72:
Hierarchical Operational Binding

SYMBOL 183 \f "Symbol" \s 10 \h
Part 18–ADY73:
Non-specific Hierarchical Operational Binding

Annexes A and B form an integral part of this part of ISO/IEC ISP 15125.

Introduction

The concept and structure of International Standardized Profiles for Information Systems are laid down in ISO/IEC TR 10000. The purpose of an International Standardized Profile is to recommend when and how certain information technology standards shall be used. This part of ISO/IEC ISP 15125 specifies application profile ADY22 as defined in the Technical Report ISO/IEC TR 10000-2.

This part of ISO/IEC ISP 15125 is one of a set of International Standardized Profiles relating to the Directory (see TR 10000-2) for the '93 standards.

This part of ISO/IEC ISP 15125 profiles the behaviour of a DSA in respect of schema administration and publication, and , in particular, the use of the schema administration attributes described by [ISO/IEC 9594-2 : 1995 | ITU-T Rec. X.501 (1993)] Information technology — Open Systems Interconnection — The Directory: Models..

ISO/IEC ISP 15125 is defined within the context of Functional Standardization, in accordance with the principles specified by ISO/IEC TR 10000, "Framework and Taxonomy of International Standardized Profiles". The concept of Functional Standardization is one part of the overall field of Information technology (IT) standardization activities, covering base standards, profiles, and registration mechanisms. A profile defines a combination of base standards that collectively perform a specific well-defined IT function. Profiles standardize the use of options and other variations in the base standards, and provide a basis for the development of uniform, internationally recognized system tests.

One of the most important roles for an ISP is to serve as the basis for the development (by organizations other than ISO and IEC) of internationally recognized tests and test methods. ISPs are produced not simply to "legitimise" a particular choice of base standards and options, but to promote real system interoperability. The development and widespread acceptance of tests based on this and other ISPs is crucial to the successful realisation of this goal.

The text of this part of ISO/IEC ISP 15125 was developed in close co-operation among the Directory Expert Groups of the three International OSI Workshops:

SYMBOL 183 \f "Symbol" \s 10 \h
OSE Implementors Workshop (OIW)

SYMBOL 183 \f "Symbol" \s 10 \h
Directory workshop of Information Society Standardization System (ISSS WS-DIR) and 

SYMBOL 183 \f "Symbol" \s 10 \h
The OSI Asia-Oceania Workshop (AOW). 

This part of ISO/IEC ISP 15125 is harmonised among these three Workshops and it was finally ratified by the Workshops' plenary assemblies.  <Is this still true?> 
Information technology ‑ International Standardized 
Profiles ADYnn ‑ OSI Directory —
Part 15: ADY63 ‑ Schema administration and publication

1.
Scope
1.1
General

This part of ISO/IEC ISP 15125 profiles the behaviour of a DSA for schema administration and publication, and, more specifically, subschema administration within individual DSAs. Schema administration in other parts of a Directory system are not covered; for example, schema arrangements in:

· DUAs

· LDAP servers

· Web servers

although undoubtedly important, are not within scope.

Profiled aspects of  schema administration and publication relate to:

· Attributes

· Object classes

· Content rules

· Structure rules

· Name forms

· Matching rules

Of these, attributes, object classes, name-forms, and matching rules are essentially static, and published characteristics would typically be common to the schema as a whole, and (a fortiori) to all subschemas supported by a particular DSA. The choice of which attributes, object classes, name-forms, and matching rules are applicable, together with selection of content and structure rules, is, in theory, up to the administrative authorities for particular regions of the DIT.

One complication to schema publication lies in the distributed nature of the Directory. A DSA may be obliged to accept and hold schema publication material that has been distributed from another DSA by the use of DOP or shadowing, and there may be a conflict between the local capability and the capability of the supplier DSA.

Considering this in terms of the static and managed aspects of the subschema:

1 Attributes, object classes, and name-bindings are static, and should (in theory) have identical information for schema publication; however, the material used for schema publication may differ in certain respects:

· Documentary material such as titles, descriptions, etc. may vary, to reflect (for example) local language needs

· A recipient DSA may not support all of the attributes, object classes, name-bindings, or matching rules that are supported by the supplier DSA

2 Content and structure rules, when relevant to a part of the DIT held by the recipient DSA, can only be valid to the extent that the relevant static subschema items are supported.

These conflicts are not full resolvable, and the standards do not attempt to do so. This part of ISO/IEC ISP 15125 nevertheless makes pragmatic recommendations.

A related matter concerns the assumption that the static schema elements are invariant. This has been stated as a basic tenet for the OSI standards, but in practice, changes have been made, and continue to be made, to accommodate better understanding and further development, as well as changing technology and market needs
. Recommendations are therefore made that the configuration of static objects nevertheless allows the possibility of change.

Notes: 
1 An individual DSA may support several different subschemas. For example, the scope of a content or structure rule is limited to the corresponding administrative areas; content or structure rule characteristics may be imported by DOP or  by shadowing (or otherwise) from other DSAs. However, some aspects of the subschema may be common to all parts of the DIT represented within the DSA’s database.

2 DOP and shadowing prescribe ways in which schema information can be conveyed from one DSA to another. This aspect of schema publication is out of scope except where the recipient of this information may be expected to act on it. For example, a DSA may (as a result of shadowing) contain a subentry that defines a particular matching rule. The matter of support of the matching rule by the shadow consumer is of relevance to the profile, if only to clarify what is to be expected of the consuming DSA.

3 The application of collective attributes to a specific administrative area is outside the scope of this profile. Thus, the use of the collectiveExclusions operational attribute is out of scope. However, the configuration of collective attributes is covered.

4 The Directory system schema is out of scope in terms of control, with all of its constructs. (The system schema is regarded as built into DSAs, perhaps with some level of vendor-specific configuration.) Nevertheless, this profile does not prevent the possibility of publication of characteristics of operational attributes, although in many cases this would be inappropriate. Schema publication attribute characteristics, in particular, would themselves not normally appear in the attributeTypes schema publication operational attribute.

5 Operational attributes that may be validly published include implementation-specific operational attributes that are intended to be made freely available to users.

Because certain aspects within these topics lie outside the standards themselves, as currently defined, there is a greater level of tutorial material than usual. 

1.2
Position Within the Taxonomy 

This part of ISO/IEC ISP 15125 is identified in ISO/IEC TR 10000-2 as "ADY63 – Schema administration and publication".

It may be combined with other parts of ISO/IEC ISP 15125, or with ISO/IEC ISP 15126-1 specifying the normal use of the directory, and with T-Profiles specifying the OSI connection-mode transport service.

1.3
Scenario 

The model used is derived from the models described in [ISO/IEC 9594-2 : 1995 | ITU-T Rec. X.501 (1993)] Information technology — Open Systems Interconnection — The Directory: Models.

[image: image1.wmf]
Figure 1: Schema administration and publication

This diagram shows the three aspects of the subschema within a DSA: 

· DSA schema configuration: that is, the definition of the characteristics of each aspect of schema management relevant to the DSA as a whole

· Subchema configuration: that is, the definition of the characteristics of each aspect of the schema relevant to particular subschemas
· Subschema publication: that is, making available subschema configuration information to users and to other DSAs

Of these, the first two aspects relate to schema administration, and the third to schema publication.

2.
Normative References
The following documents contain provisions which, through references in this text, constitute provisions of this part of ISO/IEC ISP 15125. At the time of publication, the editions indicated were valid. All documents are subject to revision, and parties to agreements based on this part of ISO/IEC ISP 15125 are warned against automatically applying any more recent editions of the documents listed below, since the nature of references made by ISPs to such documents is that they may be specific to a particular edition. Members of IEC and ISO maintain registers of currently valid International Standards and ISPs, and ITU-T maintains published editions of its current Recommendations.

Amendments and corrigenda to the base standards are referenced: see Annex B for a complete list of these documents which are used in this part of ISO/IEC ISP 15125.

2.1
Paired ITU-T Recommendations | International Standards equivalent in technical content

[ISO/IEC 9594-1 : 1995 | ITU-T Rec. X.501 (1993)] Information technology — Open Systems Interconnection — The Directory: Overview of concepts, models, and services.

[ISO/IEC 9594-2 : 1995 | ITU-T Rec. X.501 (1993)] Information technology — Open Systems Interconnection — The Directory: Models.

[ISO/IEC 9594-3 : 1995 | ITU-T Rec. X.511 (1993)], Information technology — Open Systems Interconnection — The Directory: Abstract Service Definition.

[ISO/IEC 9594-4 : 1995 | ITU-T Rec. X.518 (1993)], Information technology — Open Systems Interconnection — The Directory: Procedures for distributed operations.

[ISO/IEC 9594-5 : 1995 | ITU-T Rec. X.519 (1993)], Information technology — Open Systems Interconnection — The Directory: Protocol specifications.

[ISO/IEC 9594-6 : 1995 | ITU-T Rec. X.520 (1993)], Information technology — Open Systems Interconnection — The Directory: Selected attribute types.

[ISO/IEC 9594-7 : 1995 | ITU-T Rec. X.521 (1993)], Information technology — Open Systems Interconnection — The Directory: Selected object classes.

[ISO/IEC 9594-8 : 1995 | ITU-T Rec. X.509 (1993)], Information technology — Open Systems Interconnection — The Directory: Authentication framework.

[ISO/IEC 8824-1 : 1995 | ITU-T Rec. X.680 (1994)], Information technology — Abstract Syntax Notation One (ASN.1): Specification of basic notation.

[ISO/IEC 8824-2 : 1995 | ITU-T Rec. X.681 (1994)], Information technology — Abstract Syntax Notation One (ASN.1): Information object specification.

[ISO/IEC 8824-3 : 1995 | ITU-T Rec. X.682 (1994)], Information technology — Abstract Syntax Notation One (ASN.1):Constraint specification.

[ISO/IEC 8824-4 : 1995 | ITU-T Rec. X.683 (1994)], Information technology   Abstract Syntax Notation One (ASN.1):Parameterization of ASN.1 specifications.

[ISO/IEC 8825-1 : 1995 | ITU-T Rec. X.690 (1994)], Information technology — Open Systems Interconnection — ASN.1 encoding rules: Specification of Basic Encoding Rules (BER), Canonical Encoding Rules (CER), and Distinguished Encoding Rules (DER).

[ISO/IEC 13712-1 : 1995 | ITU-T Rec. X.880 (1994)], Information technology — Remote Operations: Concepts, models, and notation.

[ISO/IEC 13712-2 : 1995 | ITU-T Rec. X.881 (1994)], Information technology — Remote Operations: OSI realizations — Remote Operations Service Element (ROSE) service definition.

[ISO/IEC 13712-3 : 1995 | ITU-T Rec. X.882 (1994)], Information technology — Remote Operations: OSI realizations — Remote Operations Service Element (ROSE) protocol specification.

2.2
Normative Amendments and Technical Corrigenda

In accordance with TR10000-1 subclause 6.3.2 c), attention is drawn to normative Amendments and Technical Corrigenda affecting the Directory Standards documents ISO/ IEC 9594:1995 and the ITU-T X.500:1993 recommendations.

It should be noted that references made to these standards are almost always invalid if taken as references to the '88 standards.

Annex B defines the references to the agreed amendments and corrigenda. Compliance with these amendments and corrigenda is necessary to achieve the interoperability requirements for this document.

The following subset of these have been identified as particularly relevant to this part of ISO/IEC ISP 15125:

· Technical Corrigendum 1 to Recommendation X.501 (1993) | ISO/IEC 9594-2:1995 (addressing DRs 9594/088, 089, 090, 091, 102, 125)

· Draft Technical Corrigendum 2 to Recommendation X.501 (1993) | ISO/IEC 9594-2:1995 (addressing DRs 9594/134,136)

· Technical Corrigendum 1 to Recommendation X.511 (1993) | ISO/IEC 9594-3:1995 (addressing DR 9594/085)

· Draft Technical Corrigendum 2 to Recommendation X.511 (1993)| ISO/IEC 9594-3:1995 (addressing Defect Reports  9594/119,133)

· Technical Corrigendum 1 to Recommendation X.518 (1993) | ISO/IEC 9594-4:1995 (addressing DRs 9594/094, 106, 108, 109, 111, 112, 113, 114, 115)

· Draft Technical Corrigendum 2 to Recommendation X.518 (1993) | ISO/IEC 9594-4:1995 (addressing DRs 9594/116, 117, 118, 119, 120, 121, 130)

· Technical Corrigendum 1 to Recommendation X.519 (1993) | ISO/IEC 9594-5:1995 (addressing DRs 9594/075, 124)

· Draft (?) Technical Corrigendum 1 to Recommendation X.520 (1993) | ISO/IEC 9594-6:1995 (addressing DRs 9594/076, 122, 127)

· Technical Corrigendum 1 to Recommendation X.509 (1993) | ISO/IEC 9594-8:1995 (addressing DR 9594/128)

· Draft (?) Technical Corrigendum 2 to Recommendation X.509 (1993) | ISO/IEC 9594-8:1995 (addressing DRs 9594/077, 078, 083, 084)

· Draft (?) Technical Corrigendum 3 to Recommendation X.509 (1993) | ISO/IEC 9594-8:1995 (addressing DRs 9594/080,092,100)

· Draft (?) Technical Corrigendum 1 to Recommendation X.525 (1993) | ISO/IEC 9594-9:1995 (addressing DRs 9594/097, 099, 123)

· Draft (?) Technical Corrigendum 2 to Recommendation X.525 (1993) | ISO/IEC 9594-9:1995 (addressing DR 9594/132)

2.3
Additional normative references

SYMBOL 183 \f "Symbol" \s 10 \h
[ISO/IEC 9594-8 : 1990 | CCITT Rec. X.509 (1988)], Information technology — Open Systems Interconnection — The Directory: Authentication framework.

SYMBOL 183 \f "Symbol" \s 10 \h
ISO/IEC 13248-2
 — Information technology  — Open Systems Interconnection — Protocol Implementation Conformance Statement (PICS) Proforma —  Part 2: Directory System Protocol 
SYMBOL 183 \f "Symbol" \s 10 \h
ISO/IEC TR 10000-1:1995, Information technology framework and taxonomy of International Standardized Profiles — Part 1: General principles and documentation framework.
SYMBOL 183 \f "Symbol" \s 10 \h
ISO/IEC TR 10000-2:1995, Information technology framework and taxonomy of International Standardized Profiles — Part 2: Principles and taxonomy for OSI profiles.
3.
Definitions
3.1
General

Many of the definitions used may be found in the Standards. Since not all of the definitions are to be found in the Definitions subclauses within the standards documents, references are listed in Table 1 below. The "Part" reference refers to the part number within ISO/IEC 9594 or its ITU-T equivalent (see also clause 2).

Table 1: Definitions and references

Term
Part
Reference

1988 object classes
2
8.3.4

abstract object class
structural object class
auxiliary object class
2
8.3.1, 8.3.2, 8.3.3 respectively

administrative area





 


2
10.1, 10.5.5

administrative authority
2
6.4

administrative entry
2
10.1

administrative model
2
11

administrative point
:
2
10.1, 10.5.4

administrative role
2
10.5.4, 13.3

administrative user
2
10.1

assertion syntax
2
8.7.1, 8.7.4, 12.5.1

attribute hierarchy
attribute subtypes
attribute supertypes
2
8.1, 8.6, 12.4.2

attribute syntax
2
12.1

attribute types
2
12.4

AttributeTypes operational attribute
2
14.7.4

autonomous administrative area
2
10.1, 10.5.1

base object
4
3

chaining
4
3

collective attributes
2
8.8.2, 12.4.3

directory operational framework
2
22.1

Directory schema
2
12

Directory schema administration
2
14

DIT content rule
2
12.1, 12.7

DIT structure rule
2
12.1, 12.6.5, 12.6.6

dITContentRules operational attribute
2
14.7.2

DitStructureRules operational attribute
2
14.7.1

DSA-specific entry (DSE)
2
19.1.1

DSE Type
2
19.1.1

entry addition and modification procedures
2
14.6

governingStructureRule operational attribute
2
12.1, 12.6.5, 14.7.9

Hierarchical Operational Binding (HOB)
4
3

matching capability [policy]
2
14.3

matching rules
2
8.7, 12.4.5, 12.5

matchingRules opertational attribute
2
14.7.3

MatchingRuleUse operational attribute
2
12.5.1, 14.7.3

Name form
2
12.1, 12.6.2, 12.6.3

Object class
subclass
superclass
multiple inheritance
2
7.1, 8.3, 12.3

Operational attribute
2
11.2, 11.4, 12.4.1

Operational binding
2
22.1

operational binding establishment
2
22.1

operational binding instance
2
22.1

operational binding management
2
22.1

operational binding modification
2
22.1

operational binding termination
2
22.1

operational binding type
2
22.1

policy
2
10.1

policy attribute
2
10.1

policy object
2
10.1, 14.2

policy parameter
2
10.1, 14.3

policy procedure
2
10.1, 14.4

specific administrative area
2
10.1, 10.5.2

specific administrative point
2
10.1, 20.5.4

subentry
2
11.1, 11.6

subordinate DSA
4
3

subschema
2
12.1

subschema administrative point
2
10.1 with 10.5.2

subschema authority
2
10.4

subschema modification procedures
2
14.5

subschema policy attribute interrogation
2
14.7

superior DSA
4
3

System schema
2
13

ub-schema = 1024
6
Annex C

The terms in the following table are defined for the purposes of this part of ISO/IEC ISP 15125:

Table 2: Definitions

Term
Definition

Configuration (e.g. of a schema object)
The establishment within a DSA of the characteristics of an object so that the DSA recognises the object and can act accordingly. The means of configuration can be by standardised or by local methods.

Manifestation
An attribute makes a manifestation when it is visible as a result of an appropriate selection in a read or search operation, even though (as for a collective attribute) it is not actually present in the entry in which it is manifest.

Preconfiguration
Built-in or automatically applied configuration, not requiring specific action by a system administrator.

Publication (e.g. of attributes)
 The act of making information available about attributes, object classes, and other schema elements, by means of the schema policy attributes dITStructureRules, nameForms, dITContentRules, objectClasses, attributeTypes, matchingRules, and matchingRuleUse

Suppression for publication
When a schema object (attribute, object class, name form or matching rule) which has been configured into the DSA is not represented in the corresponding publication attribute (attributeTypes, etc), it is said to be suppressed for publication.

3.2
Support Level

To specify the support level of protocol features for this part of ISO/IEC ISP 15125, the following terminology is defined. In the present context, protocol features means features of schema management and publication attributes which are accessible using Directory protocols.

3.2.1
Mandatory: "m": Mandatory requirement for support

The support of the feature is mandatory for all implementations claiming compliance with this part of ISO/IEC ISP 15125.

3.2.2
Optional: "o": Optional requirement for support

The support of the feature is left to the implementor of the DSA.

3.2.3
Conditional: "c": Conditional requirement for support

The requirement to support the item depends on a specified condition. The condition and the resulting support requirements are stated separately.

3.2.4
Outside the scope: "i" 

Support for the item is outside the scope of this part of ISO/IEC ISP 15125.

3.2.5
not applicable: "-" 

The item is not defined in the context where it is mentioned. There is no support requirement. The occurrence of "not applicable” is mainly due to the format of the tables in the ISPICS Requirements List.

4.
Abbreviations
The following abbreviations are used as defined in [ISO/IEC 9594 : 1995 | ITU-T Rec. X.500 (1993)] or in ISO/IEC TR 10000-1 :

ASN.1
Abstract Syntax Notation One 

DAP
Directory Access Protocol

DIB
Directory Information Base

DIT
Directory Information Tree

DMD
Directory Management Domain

DSA
Directory System Agent

DSE
DSA specific entry

DSP
Directory System Protocol

DUA
Directory User Agent

HOB
Hierarchical operation binding

IPRL
ISPICS Requirements List

ISP
International Standardized Profile

ISPICS
ISP Implementation Conformance Statement

IUT
Implementation under test

PICS
Protocol Implementation Conformance Statement

PRL
Profile Requirements List

5.
Conformance
This part of ISO/IEC ISP 15125 states requirements upon DSA implementations with respect to schema administration and publication. The conformance requirements in this section relate to protocol-accessible requirements, and apply under all circumstances under which support is claimed.

An implementation may claim conformance with this part of ISO/IEC ISP 15125 by supporting one the following:

1 Administration of attributes, with publication using the attributeTypes operational attribute,

2 Administration of object classes, with publication using the objectClasses operational attribute,

3 Administration and publication of DIT content rules, using the dITContentRules operational attribut,

4 Administration and publication of DIT structure rules, using the dITStructureRules operational attribute,

5 Administration of name forms, with publication using g the nameForms operational attribute,

6 Administration of matching rules, with publication using the matchingRules and matchingRuleUse operational attributes,

in accordance with more detailed requirements, as detailed in later subclauses. The phrasing of each line above reflects the possibility that some or all of the actual administration of schema objects, other than DIT content rules and DIT structure rules, can usually be done by means other than the modification of the corresponding schema publication attribute. Specifically, these special attributes are described as subschema policy attributes; that is, they can be used to specify the use made of previously configured static schema objects. This is clearly the case with DIT content rules and DIT structure rules, which create rules in terms of the static schema objects (attributes, object classes, name forms, matching rules).

In the case, then, of attributes, object classes, name forms, and matching rules, there will normally be a central configuration mechanism where by the static characteristics of such objects can be recorded, augmenting the “hard-coded” information that implementations will contain in respect of basic objects. It is possible that this configuration mechanism can use the attributeTypes, objectClasses, nameForms, matchingRules and matchingRuleUse operational attributes, although other means seem to be more convenient (and give more flexibility in defining local characteristics, such as indexing arrangements).

We therefore define a number of valid technical strategies, which are defined in subclauses 0 to 0 below for later reference. Conformant implementations shall follow one of these strategies for each aspect for which conformance is claimed.

Other possibilities were considered for attributes, object classes, name forms, and matching rules, but their support appears to be inadequate to satisfy this part of ISO/IEC ISP 15125. Specifically, the use of a schema publication attribute without any automatic relationship between the published and configured values is a practical (if labour-intensive) short-term measure, but is not considered a strong enough solution to qualify for conformance to this part of ISO/IEC ISP 15125.

The relationship between schema publication attributes and HOBs/shadowing is specified in clauses 0 to 0, and shall be treated as a separate (but related) issue from schema publication attributes which are not affected by HOBS and shadowing.

5.1
Configuration strategies

5.1.1
Introduction

Configuration in the present context is concerned with the establishment within a particular DSA of basic information about the Directory schema. A schema object, one configured into a DSA, can then be used within the part of the DIT which it contains. For static schema objects, configuration is distinct from policy in defining a capability rather than publicising it or expressing an associated rule.

This part of ISO/IEC ISP 15125 recognises that valid DSA designs can range from the integration of  configuration, policy-making and publication (i.e. a particular capability is possible for all parts of the DIT controlled by the DSA) to the fullest separation of these functions (i.e. configuration defines basic characteristics, but the use of these characteristics can vary from one subschema to another).

Note.

A Directory service is normally provided by more than one DSA; each DSA may have its own configuration. Where DSAs combine to control or give access to a particular part of the tree (e.g. by shadowing or by expressing a policy in a shared subschema-specific point), it is up to the system administrators to ensure compatible configurations. For example, a shadowed attribute must be configured within the shadow-consumer DSA to render it accessible. Furthermore, a matching rule available for a replicated area as held in the shadow-supplier DSA should ideally be supported by the shadow consumer DSA if the same service is to exist in both DSAs for the replicated area.

5.1.2
Central object configuration, with tracking

This subclause applies equally to attributes, object classes, name forms, and matching rules.

Each schema object within its class (e.g. the class of attributes, or of matching-rules) is either preconfigured within the implementation or wholly configured for the DSA as a whole by any appropriate means. The configuration data includes information that is to be presented by the schema publication attribute (e.g. attributeTypes). The latter’s values are automatically derived from the configuration data; all configured values are published unless suppressed for publication. Suppression for publication could apply to operational attributes and other attributes which are configured but not in normal use.

The support of suppression for publication is an optional feature of this strategy.

Only configured objects are usable, but they are usable whether suppressed for publication or not, subject to local policy.

For this strategy, the values of each schema publication attribute are independent of the subschema, and no local policies are expressed. That is, each part of the DIT mastered by the DSA has the same subschema configuration for the aspect under consideration.

No requirement is made on whether configuration can be done with a running DSA, but it is recommended that it should be possible (i.e. it should not be necessary to restart the DSA to implement the new configuration). No requirement is made on the interval between configuration and the recognition of the new configuration by the DSA, but it is recommended that this should be immediate or as short as possible.

5.1.3
Central object configuration, with tracking and authoritative selection

This subclause applies equally to attributes, object classes, name forms, and matching rules.

It is exactly like 0 except that the administrator can select, by subschema, which values are to be present. The presence/absence of these values is authoritative; that is, the DSA will forbid an attribute (or other object) to be used if it is absent from the schema publication attribute. Local means are used to add/remove values.
 Values, when present, are as configured (i.e. the administrator is restricted to the underlying configuration). Values can only be added when configured (i.e. the administrator cannot create values which have not been configured). 

5.1.4
Central object configuration, with tracking and informational selection

This subclause applies equally to attributes, object classes, name forms, and matching rules.

It is exactly like 0 except that the selection of specific objects has no associated mechanism to control the use of the object. That is, presence or absence of  information  in a subschema subentry is not authoritative and has no policy effect.

This strategy is simpler than 0, and would be valuable in limiting the number of published values.

5.1.5
Central object configuration, with partial tracking and authoritative selection

This subclause applies equally to attributes, object classes, name forms, and matching rules.

It is exactly like 0, except that the administrator, rather than the central configuration, supplies the values of information components (i.e. textual names and descriptions and, in certain cases, “obsolete” indications). Default names may optionally be supplied from centrally preconfigured information. Basic characteristics (e.g. a list of mandatory attributes in the case of an object class) are in accordance with the central configuration.

5.1.6
Central object configuration, with partial tracking and informational selection

This subclause applies equally to attributes, object classes, name forms, and matching rules.

It is exactly like 0 except that the selection of specific objects has no associated mechanism to control the use of the object.

This strategy is simpler than 0 and, like 0, would be valuable in limiting the number of published values.

5.1.7
DIT Content and Structure Rules

For these, administration and publication are integrated, and are not distinct.

5.2
Conformance Statement

For each implementation claiming conformance to this part of ISO/IEC ISP 15125, an appropriate set of PICS shall be produced stating support or non-support of each option identified in this part of ISO/IEC ISP 15125. The PICS shall conform to 9.2.1 in [ISO/IEC 9594-5 : 1995 | ITU-T Rec. X.519 (1993)], and to the IPRL, Annex A of this part of ISO/IEC ISP 15125.

5.3
Static Conformance Requirements 

Implementations may claim conformance in respect of one or more of the aspects 1 to 6 listed in 0 above, that is, in respect of:

· Attributes,

· Object classes,

· DIT content rules,

· DIT structure rules,

· Name forms,

· Matching rules 

Conformance is subject to some general requirements.

5.4
General requirements, recommendations,  and exemptions

5.4.1
General capability

Conformant DSAs shall support subschema subentries, as defined in [ISO/IEC 9594-2 : 1995 | ITU-T Rec. X.501 (1993)] subclause 14.3.

5.4.2
Subschema modification and publication 

For the particular aspect  (i.e. attributes, object classes, etc.) , a DSA for which support is claimed shall support both configuration and publication using one of the strategies listed in 0  as appropriate (different subclauses may apply to different aspects).

5.4.3
Access to subschema publication operational attributes

Conformant DSAs shall provide access to the relevant subschema publication operational attributes as if they were present in each entry governed by the subschema, subject to access control, in accordance with the second bullet of [ISO/IEC 9594-2 : 1995 | ITU-T Rec. X.501 (1993)] subclause 14.7.

Note. In some respects, these attributes behave like collective attributes; this is convenient, because having to look in subentries is often contrary to security policies.

5.4.4
Searching on schema publication attributes

There is no requirement to support filter items using schema publication attributes in filter items (even as “present” matches or within subentries). DSAs may evaluate such filter items to undefined.

5.4.5
Modification of static information

DSAs may permit modification of static schema configuration information (e.g. characteristics of attribute, object classes, etc.) to allow for errors in the original or later configuration, to accommodate changes, or for local purposes. 

Notes.

1 See Footnote 1 for examples of such changes in the base standards.

2 Configuration discrepancies between DSAs can in some cases cause interworking problems, or differences in service; in some cases, the result is unimportant. Administrative authorities should therefore modify configuration information with care.

5.4.6
Schema publication information exported by HOB

DSAs supporting HOBs shall export schema publication attributes within subschema subentries, in the form in which they are manifested, when required to export prefix information to another DSA which is establishing a new naming context.
5.4.7
Schema publication information imported by HOB

Schema publication attributes within a subschema subentry may be imported by HOB as part of the prefix information applicable to a naming context in the present DSA. There is the possibility of a conflict between the imported and the local configuration.

Therefore, the following rules apply:

1 Content and structure rules shall be considered to be as if they were locally configured (i.e. placed there by the DSA’s administrative Authority). DSAs claiming support to content and structure rules shall therefore comply with relevant provisions of subclauses 0 and 0.

2 No requirements are made for other schema publication attributes, but it is recommended that the imported attributes be treated as if they were the result of local configuration. This implies that information in the locally manifested form of the publication attribute should not include information that is not configured in the DSA, unless marked as obsolete.

5.4.8
Schema publication information exported by shadow

DSAs supporting shadows shall export schema publication attributes within subschema subentries, in the form in which they are manifested, when shadowing export prefix or replicated-area information to a consumer DSA.
5.4.9
Shadowed schema publication information

Since shadowing can sometimes be used to implement HOB-like behaviour, the same requirements exist. Rules 1 and 2 of 0 therefore apply in this case also.

5.4.10
Name elements in schema publication attribute values

Each schema publication attribute has an optional name element, for convenient textual identification. In each case, this is a set of directory-string elements.

Use a concise title for name; names may represent a set of names (e.g. selectable for language or application), as indicated by [ISO/IEC 9594-2 : 1995 | ITU-T Rec. X.501 (1993)] subclause 14.7, 4th para. The length of each name has an upperbound ub-schema which is set as 1024 (see [ISO/IEC 9594-6 : 1995 | ITU-T Rec. X.520 (1993)] Annex C).

5.4.11
Description elements in schema publication attribute values

Each schema publication attribute has an optional description element, for convenient textual documentation. In each case, this is a single directory-string element.

The length of the description has an upperbound ub-schema which is set as 1024 (in [ISO/IEC 9594-2 : 1995 | ITU-T Rec. X.501 (1993)] Annex C).

5.4.12
Syntax elements in schema publication attribute values

For these subelements, administrators should use the assertion syntax in the form of the right-hand-side of an ASN.1 assignment, with the following additional rules:

· All integers and object identifiers shall be explicit (i.e. not using string tokens)

· CR, LF, tabs are forbidden

· HTML markup tags are permitted, and are taken as definitive for new lines (see definition below).  <This is new, but in line with previous text!> 
· Expand definitions to level of standard X.521-defined types (e.g. directoryString)

In the case of HTML markup tags:

· <P> and <LI> shall be taken as defining a new line; the use of <LI> is recommended within a single ASN.1 construct

· All other markup tags, and any other sequences between matching fractor brackets < … > shall be ignored from the viewpoint of ASN.1 syntax. Specifically, spaces must be used to indicate white space. Other markup tags may, however, be used to enhance presentation.

The following three items are instances of correct forms:
1 A simple ASN.1 type definition

NumericString
2 A more complex ASN.1 type definition
SEQUENCE OF CHOICE{initial[0]DirectoryString(1024),any[1]DirectoryString(1024),final[2]
   DirectoryString(1024)}

(This is considered to be on a single line.)

3 Multiple ASN.1 type definitions using HTML markup tags

SEQUENCE OF CHOICE{ <LI>
    initial [0] DirectoryString(1024),<LI>
    any     [1] DirectoryString(1024),<LI>
    final   [2] DirectoryString(1024) <LI>
    }

<P>DirectoryString ::= CHOICE { <LI>
etc.

5.5
Attributes

5.5.1
Basic configuration

DSAs shall be able to support configuration of any attribute in terms of its executive components (see Table 3) and shall be then be capable of enforcing these characteristics, as defined in parts of ISO/IEC ISP 15126. For example:

· A DSA shall be able to return an error in response to an update operation which attempts to add a second value to a single-valued attribute

DSAs are permitted to associate additional information with any attribute for local purposes (e.g. to represent an instruction to use a particular form of index), but any such provisions are outside the scope of this profile.

DSAs are permitted to change the characteristics of attributes, but this profile makes no stipulation as to the control of side-effects, such as the presence of entries in the DSA which relate to different attribute definitions.

5.5.2
Operational Attributes

Some operational attributes are standardised; others are defined for the specific purpose of a particular DSA implementation.

There is no requirement for a DSA to be able to configure the operational attributes that it supports: each supported operational attribute shall be considered as preconfigured. This does not prevent a DSA from supporting modifications to operational attribute characteristics by use of the same mechanisms used to configure ordinary attributes.

Note. DSAs should be able to accept the configuration of operational attributes which it does not support in terms of internal machinery: a DSA will then be able to discriminate between operational attributes and ordinary attributes in respect of entry information selection and shadow attribute selection. This is desirable because operational attributes are treated as special in EntryInformationSelection (see [ISO/IEC 9594-3 : 1995 | ITU-T Rec. X.511 (1993)] subclause 7.6) and in AttributeSelection (see [ISO/IEC 9594-9 : 1995 | ITU-T Rec. X.525 (1993)] subclause 9.2.2), and it is otherwise impossible to guarantee  consistent behaviour. 

5.5.3
Attribute type hierarchies

DSAs claiming support of attribute type hierarchies shall support at least the configuration of the immediate supertype of a particular attribute being configured.

Notes.

1 All other subtype/supertype relationships can be inferred from this basic configuration.

2 There are no requirements on DSAs not claiming support of attribute type hierarchies with respect to the configuration of attributes (e.g. name; see (see [ISO/IEC 9594-6 : 1995 | ITU-T Rec. X.520 (1993)] subclause 5.2.1) which are defined for the purposes of attribute type hierarchies.

5.5.4
Attribute types operational attribute

The attributeTypes operational attribute is defined in [ISO/IEC 9594-2 : 1995 | ITU-T Rec. X.501 (1993)] subclause 14.7.4. It relates to the publication of attributes, as defined in [ISO/IEC 9594-2 : 1995 | ITU-T Rec. X.501 (1993)] subclause 12.4.6, within the DSA or within specific parts of the subschema.  DSAs claiming support of this attribute shall support its components in accordance with Table 3 and associated notes.

DSAs may optionally permit attributes differently in different subschemas, and or may choose to publish characteristics of only a subset of all the potential attributes that are available.

It is therefore permitted for DSAs to publish only a subset of available attributes in the attributeTypes operational attribute. It is also permitted for DSAs to publish a subset of attribute types actually in use. In particular, DSAs need not publish information on any operational attribute.

Elements marked M are mandatory in the standard and also in the profile. Elements marked O are optional in the standard and in the profile.

Elements that are marked “executive” shall correspond to the configured behaviour of the DSA, irrespective of whether the value is set by directly adding a value or by expressing a value that has been configured by other means.

Object-identifier-first-component-match shall be used as the matching rule for this attribute. 

Table 3: attributeTypes components
Component
Syntax
Notes

 identifier (M)
object identifier
Note 1

name (O, advisory)
Set of directory-strings
See 0 

description (O, advisory)
directory-string
See 0

obsolete (default FALSE, advisory)
BOOLEAN
Note 2

information.derivation (O, executive)
Object identifier
Note 3

information.equalityMatch (O, executive)
Object identifier
Note 3

information.orderingMatch (O, executive)
Object identifier
Note 3

information.substringsMatch (O, executive)
Object identifier
Note 3

information.attributeSyntax (O, executive)
Directory-string
Note 4

information.multi-valued (default TRUE, executive)
BOOLEAN
Note 3

information.collective (default TRUE, executive)
Object identifier
Notes 3

information.userModifiable (default TRUE, executive)
Object identifier
Note 3

information.attributeUsage (default userApplications,
 executive)
Enumerated - one of:

userApplications(0), directoryOperation(1), distributedOperation(2), dSAOperation(3)
Note 3

Notes

1 This value shall be the object identifier for the attribute type for which the use is being defined. There can be at most one of these for any specific attribute type.

2 This value shall be present only for attributes that are no longer usable in the DSA as a whole. The regulation of attributes within a particular subschema is done by other means ( i.e.  by the use of object classes and content rules); this rule ensures minimum confusion.

3 All values shall be identical for all manifestations of a given value of attributeTypes, whatever the subschema. Each value, where present, shall correspond to the attribute definition, as specified in  [ISO/IEC 9594-2 : 1995 | ITU-T Rec. X.501 (1993)] subclause 12.4.6.

4 The recommendations of 0 apply.

5.6
Object class configuration

5.6.1
Basic configuration

DSAs shall be able to support configuration of any object class in terms of its executive components (see Table 4) and shall be then be capable of enforcing these characteristics, as defined in parts of ISO/IEC ISP 15126. For example:

· A DSA shall be able to return an error in response to an update operation which attempts to add attributes to an entry which are permitted neither by object class rules nor content rules.

DSAs are permitted to associate additional information with any object class for local purpose (e.g. a textual identifier for it), but any such provisions are outside the scope of this profile.

DSAs are permitted to change the characteristics of object classes, but this profile makes no stipulation as to the control of side-effects, such as the presence of entries in the DSA which relate to different object class definitions.

DSAs are already obliged to support the underlying characteristics of the top and alias object classes, and where applicable, the subentry object class. DSAs should not permit any modification of the characteristics of such object classes.

5.6.2
1988 object classes

DSAs shall be capable of defining each 1988 object class as abstract, structural, or auxiliary.

This profile makes no stipulation in respect of the “unregistered object class” feature of the 1988 Directory standards.

5.6.3
Object classes operational attribute

Conformant DSAs shall support the objectClasses operational attribute as defined in [ISO/IEC 9594-2 : 1995 | ITU-T Rec. X.501 (1993)] subclause 14.7.5. It relates to the publication of object classes, as defined in [ISO/IEC 9594-2 : 1995 | ITU-T Rec. X.501 (1993)] subclause 12.3.3, within the DSA or within specific parts of the subschema.  DSAs claiming support of this attribute shall support its components in accordance with Table 4 and associated notes.

DSAs may optionally apply rules for the availability of object classes  differently in different subschemas, and or may choose to publish characteristics of only a subset of all the potential object classes that are available, in accordance with 0 to 0. Note that object classes are in any case regulated by structure rules (which govern the use of structural object classes) and content rules (which govern the use of auxiliary object classes).

It is therefore permitted for DSAs to publish only a subset of available object classes in the objectClasses operational attribute. It is also permitted for DSAs to publish a subset of object classes actually in use. In particular, the top and alias object classes, as well as the special object classes used for subentries need never be published. 
Elements marked M are mandatory in the standard and also in the profile. Elements marked O are optional in the standard and in the profile.

Elements that are marked “executive” shall correspond to the configured behaviour of the DSA, irrespective of whether the value is set by directly adding a value or by expressing a value that has been configured by other means.

Object-identifier-first-component-match shall be used as the matching rule for this attribute. 

Table 4: objectClasses components
Component
Syntax
Notes

 identifier (M)
object identifier
Note 1

name (O, advisory)
Set of directory-strings
See 0

description (O, advisory)
directory-string
See 0

obsolete (default FALSE, advisory)
BOOLEAN
Note 2

information.subclassOf (O, executive)
Object identifier
Note 3

information.kind (default structural, executive)
Enumerated - one of:

abstract(0),
structural(1),
auxiliary(2)
Note 3

information.mandatories (O, executive)
Set of object identifier
Note 3

information.optionals (O, executive)
Set of object identifier
Note 3

Notes

1 This value shall be the object identifier for the object class for which the use is being defined. There can be at most one of these for any specific matching rule.

2 It is recommended that structural object class values for which not even an obsolete DIT structure rule exists should be removed. This is because a structural object class can only be used where permitted by a DIT structure rule.

In the case of auxiliary object classes, these are controlled by content rules for which the use of the obsolete element is problematical, and it is recommended that values for obsolete auxiliary object classes should be removed.

3 All values shall be identical for all manifestations of a given value of objectClasses, whatever the subschema. Each value, where present, shall correspond to the object class definition, as specified in  [ISO/IEC 9594-2 : 1995 | ITU-T Rec. X.501 (1993)] subclause 12.4.6.
5.7
DIT Content Rules

5.7.1
General

It shall be possible to amend DIT content rule definitions in the DIT content rules operational attribute, with immediate effect.

5.7.2
DIT content rules operational attribute

The dITContentRules operational attribute is defined in [ISO/IEC 9594-2 : 1995 | ITU-T Rec. X.501 (1993)] subclause 14.7.2. It relates to the control (optionally) and publication of DIT structure rules as defined in [ISO/IEC 9594-2 : 1995 | ITU-T Rec. X.501 (1993)] subclause 12.7. DSAs claiming support of this attribute shall support its components in accordance with Table 5 and associated notes.

Elements marked M are mandatory in the standard and in the profile. Elements marked O are optional in the standard and in the profile.

Elements that are marked “executive” shall correspond to the configured behaviour of the DSA, irrespective of whether the value is set by directly adding a value or by expressing a value that has been configured by other means.

Object-identifier-first-component-match shall be used as the matching rule for this attribute. There can be at most one content rule for any structural object class.

Table 5: dITContentRules components
Component
Syntax
Notes

 structuralObjectClass (M)
object identifier
Note 1

auxiliaries (O, executive)
Set of object identifiers


mandatory (attributes) (O, executive)
Set of object identifier


optional (attributes) (O, executive)
Set of object identifier


precluded (attributes) (O, executive)
Set of object identifier


name (O, advisory)
Set of directory-string
See 0 

description (O, advisory)
directory-string
See 0

obsolete (default FALSE, executive)
BOOLEAN
Note 2

Notes

1 This value shall always correspond to a structural object class that has already been configured into the DSA.

2 Since it is not possible to have more than one content rule for any particular structural object class, marking a value as obsolete is only valid when the particular structural object class is never to have any content rules associated with it. This seems to make the use of this element rather pointless, and it is recommended that obsolete content rule values be simply removed.

5.8
DIT Structure Rules

5.8.1
General

It shall be possible to amend DIT structure rule definitions in the DIT Structure Rules Operational Attribute, with immediate effect.

5.8.2
DIT Structure Rules Operational Attribute

The dITStructureRules operational attribute is defined in [ISO/IEC 9594-2 : 1995 | ITU-T Rec. X.501 (1993)] subclause 14.7.1. It relates to the control (optionally) and publication of DIT structure rules as defined in [ISO/IEC 9594-2 : 1995 | ITU-T Rec. X.501 (1993)] subclause 12.6.6. DSAs claiming support of this attribute shall support its components in accordance with Table 6 and associated notes.

Elements marked M are mandatory in the standard and in the profile. Elements marked O are optional in the standard and in the profile.

Elements that are marked “executive” shall correspond to the configured behaviour of the DSA, irrespective of whether the value is set by directly adding a value or by expressing a value that has been configured by other means.

Integer-first-component-match shall be used as the matching rule for this attribute; this will ensure that no identifier is repeated.

Table 6: dITStructureRules components
Component
Syntax
Notes

ruleIdentifier (M)
Integer
Note 1

nameForm (M, executive)
object identifier
Note 2

superiorStructureRules (O, executive)
Set of integers
Note 3

name (O, advisory)
Set of directory-string
See 0 

description (O, advisory)
directory-string
See 0

obsolete (default FALSE, executive)
BOOLEAN
Note 4

Notes

1 A structure-rule value once established as a consequence of DOP shall not be modifiable (except by emergency procedures). This ensures that any values of governingStructureRule stored in entries remain valid (it is a non-user-modifiable attribute).

2 If support for subschema modification procedures is claimed, this value shall always correspond to a name-form which has been configured into the DSA. That is, name form configuration must precede DIT structure rule configuration that uses the name form. This ensures data-structure integrity.

3 Always omitted for a subschema administrative point.

4 Only include for an obsolete ruleIdentifier value.

5.9
Name forms

5.9.1
Basic configuration

DSAs shall be able to support configuration of any name form in terms of its executive components (see Table 7) and shall be then be capable of enforcing these characteristics, as defined in parts of ISO/IEC ISP 15126.

DSAs are permitted to associate additional information with any name form for local purpose (e.g. a textual identifier for it), but any such provisions are outside the scope of this profile.

DSAs are permitted to change the characteristics of name forms, but this profile makes no stipulation as to the control of side-effects, such as the presence of entries in the DSA which relate to different name form definitions.

A name form shall only be configurable when the subordinate object class and the mandatory naming attributes have themselves been configured.

5.9.2
Name forms operational attribute

The nameForms operational attribute is defined in [ISO/IEC 9594-2 : 1995 | ITU-T Rec. X.501 (1993)] subclause 14.7.6. It relates to the publication of name forms, as defined in [ISO/IEC 9594-2 : 1995 | ITU-T Rec. X.501 (1993)] subclause 12.6.2, within the DSA or within specific parts of the subschema.  DSAs claiming support of this attribute shall support its components in accordance with Table 7 and associated notes.

DSAs may optionally apply rules differently in different subschemas, and or may choose to publish characteristics of only a subset of all the potential name forms that are available, in accordance with 0 to 0.

It is therefore permitted for DSAs to publish only a subset of available name forms in the nameForms operational attribute. It is also permitted for DSAs to publish a subset of name forms actually in use.

Elements marked M are mandatory in the standard and also in the profile. Elements marked O are optional in the standard and in the profile.

Elements that are marked “executive” shall correspond to the configured behaviour of the DSA, irrespective of whether the value is set by directly adding a value or by expressing a value that has been configured by other means.

Object-identifier-first-component-match shall be used as the matching rule for this attribute. 

Table 7: nameForms components
Component
Syntax
Notes

identifier (M)
object identifier
Note 1

name (O, advisory)
Set of directory-strings
See 0 

description (O, advisory)
directory-string
See 0

obsolete (default FALSE, advisory)
BOOLEAN
Note 2

information.subordinate (M, executive)
Object identifier
Note 3

information.namingMandatories (M, executive)
Set of object identifier
Note 3

information.namingOptionals (O, executive)
Set of object identifier
Note 3

Notes

1 This value shall be the object identifier for the name form being published. There can be at most one of these for any specific name form.

2 This value shall be present only for name forms that are no longer usable in the DSA as a whole or in the subschema. These name forms must be associated with obsolete DIT structure rule values, or no DIT structure rule value at all. It is recommended that name forms for which not even an obsolete DIT structure rule exists should be removed.

3 All values shall be identical for all manifestations of a given value of nameForms, whatever the subschema. Each value, where present, shall correspond to the name form definition, as specified in  [ISO/IEC 9594-2 : 1995 | ITU-T Rec. X.501 (1993)] subclause 12.6.2.

5.10
Matching Rules

5.10.1
Basic configuration

A DSA will normally have a preconfigured set of matching rules that it supports; such matching rules may themselves be configurable. For example, a word-matching rule may be configurable to accept particular tokens as word delimiters.

DSAs may optionally be configurable to accept wholly new matching rules without change of basic software, e.g. by accepting an algorithm in the configuration which may be then be emulated, by accepting the algorithm by means of some dynamic linking mechanism, or by other means. 

5.10.2
Configuration of attribute matching rules

[ISO/IEC 9594-2 : 1995 | ITU-T Rec. X.501 (1993)] subclause 8.7.1 defines the configuration of a matching rule as embracing:

· the range of attribute syntaxes supported by the rule;

· the specific types of matches supported by the rule;

· the syntax required to express an assertion of each specific type of match;

· rules for deriving a value of the assertion syntax from a value of the attribute syntax, if required.

For the purposes of attribute configuration, DSAs are not obliged to support the policing of these aspects directly. That is: it may be left to an administrator to determine whether a particular matching rule mechanism is appropriate for a particular attribute; it is then up to the administrator to make certain that the matching rule works as expected.

5.10.3
Matching Rule Policies

DSAs may optionally specify matching rule policies in the form of a matching capability to enforce the relationship between attributes and matching rules. This is done by means  of the matchingRules and matchingRuleUse operational attributes.

DSAs claiming conformance to matching capability policies shall comply with the following requirements:

5.10.4
Matching Rules Operational Attribute

The matchingRules operational attribute is defined in [ISO/IEC 9594-2 : 1995 | ITU-T Rec. X.501 (1993)] subclause 14.7.3. It relates to the publication of matching rules as defined in [ISO/IEC 9594-2 : 1995 | ITU-T Rec. X.501 (1993)] subclause 12.4.5. DSAs claiming support of this attribute shall support its components in accordance with Table 8 and associated notes.

There is no mandatory control feature: that is, the matchingRules attribute can be present or absent without affecting the working of the DSA. However, administrators of DSAs should not publish support of matching rules which are not in fact supported.

DSAs may optionally apply rules differently in different subschemas, and or may choose to publish characteristics of only a subset of all the potential object classes that are available, in accordance with 0 to 0.

It is therefore permitted for DSAs to publish only a subset of available name forms in the matchingRules operational attribute. It is also permitted for DSAs to publish a subset of matching rules actually in use.

Elements marked M are mandatory in the standard and also in the profile. Elements marked O are optional in the standard and in the profile.

Object-identifier-first-component-match shall be used as the matching rule for this attribute. 

Table 8: matchingRules components
Component
Syntax
Notes

identifier (M)
Object identifier
Note 1

name (O, advisory)
Set of directory-strings
See 0 

description (O, advisory)
Directory-string
See 0

obsolete (default FALSE, advisory)
BOOLEAN
Note 2

information (M, advisory)
Directory-string
Note 3

Notes

1 This value shall be the object identifier for the matching rule.

2 This value may be set for matching rules that are no longer supported, but in general such matching rules should simply be omitted.

3 This element shall be used to specify the assertion syntax. The recommendations of 0 apply.

5.10.5
The matching rule use operational attribute

The matchingRuleUse operational attribute is defined in [ISO/IEC 9594-2 : 1995 | ITU-T Rec. X.501 (1993)] subclause 14.7.3. It relates to the publication of matching rules within the DSA or within specific parts of the subschema, and works in conjunction with the matchingRules attribute. DSAs claiming support of this attribute shall support its components in accordance with Table 9 and associated notes.

DSAs may optionally apply rules differently in different subschemas, and or may choose to publish characteristics of only a subset of all the potential object classes that are available, in accordance with 0 to 0.

It is therefore permitted for DSAs to publish only a subset of matching rule uses in the matchingRuleUse operational attribute. It is also permitted for DSAs to publish a subset of matching rule uses that are actually made use of.

Elements marked M are mandatory in the standard and also in the profile. Elements marked O are optional in the standard and in the profile.

Elements that are marked “executive” shall correspond to the configured behaviour of the DSA, irrespective of whether the value is set by directly adding a value or by expressing a value that has been configured by other means.

Object-identifier-first-component-match shall be used as the matching rule for this attribute. 

Table 9: matchingRuleUse components
Component
Syntax
Notes

identifier (M)
object identifier
Notes 1, 2

name (O, advisory)
Set of directory-strings
See 0 

description (O, advisory)
directory-string
See 0

obsolete (default FALSE, advisory)
BOOLEAN
Note 3

information (M, executive)
Set of object identifiers
Note 4

Notes. 
1 This value shall be the object identifier for the matching rule for which the use is being defined. There can be at most one of these for any specific matching rule.

2 If the MatchingRuleUse attribute is present (or manifested), the value of identifier shall be present within each value.

3 The semantics of this element is unclear
, and it is recommended that it should never be set TRUE; instead, the value for an obsolete matching rule should be omitted.

4 This shall be a list of all the attributes that can use the matching rule within this part of the subschema.

Annex A
(normative)
Profiles Requirements List

Note. In the event of a discrepancy becoming apparent in the body of autonomous DSA procedures and the tables in this Annex, this Annex is to take precedence.

A.0
Introduction

This Annex specifies the constraints and characteristics of DSAs that claim conformance to this part of ISO/IEC ISP 15125.

The abbreviations used in the heading of the tables in this Annex are:

D - conformance requirement as defined in the base standard

P - conformance requirement as defined in this part of ISO/IEC ISP 15125

Profile Requirements List 

A.1
Identification of the implementation

A.1.1
Identification of PICS

(void)

A.1.2
Identification of the implementation and/or system

Item
no.
Question
Response

1 
Implementation Name


2 
Version Number


3 
Machine Name


4 
Machine Version Number


5 
Operating System Name


6 
Operating System Version No.


7 
Special Configuration


A.1.3
Identification of the system supplier and/or test laboratory client

(void)

A.2
Identification of the protocol

Item no
Question
Response

1
Title, Reference, No., publication date of the protocol standard
[ISO/IEC 9594-4 : 1995 | ITU-T Rec. X.518 (1993)]

2
Protocol Version Number
Version 1

3
Implemented Addenda


4
Implemented Defect Reports (Reference No.)
See Annex B

A.3
Global statement of conformance

A.3.1
DSA implementation and/or system

Item No.
Question
D
P
Predicate Name or note
Response

1 
Does the DSA support the attributeTypes operational attribute with “Central object configuration, with tracking” as described in subclause 0?

o



2 
Does the DSA support the attributeTypes operational attribute with “Central object configuration, with tracking and authoritative selection” as described in subclause 0?

o



3 
Does the DSA support the attributeTypes operational attribute with “Central object configuration, with tracking and informational selection” as described in subclause 0?

o



4 
Does the DSA support the attributeTypes operational attribute with “Central object configuration, with partial tracking and authoritative selection” as described in subclause 0?

o



5 
Does the DSA support the attributeTypes operational attribute with “Central object configuration, with partial tracking and informational selection” as described in subclause 0?

o



6 
Does the DSA support the objectClasses operational attribute with “Central object configuration, with tracking” as described in subclause 0?

o



7 
Does the DSA support the objectClasses operational attribute with “Central object configuration, with tracking and authoritative selection” as described in subclause 0?

o



8 
Does the DSA support the objectClasses operational attribute with “Central object configuration, with tracking and informational selection” as described in subclause 0?

o



9 
Does the DSA support the objectClasses operational attribute with “Central object configuration, with partial tracking and authoritative selection” as described in subclause 0?

o



10 
Does the DSA support the objectClasses operational attribute with “Central object configuration, with partial tracking and informational selection” as described in subclause 0?

o



11 
Does the DSA support the dTIContentRules operational attribute and associated functionality?

o



12 
Does the DSA support the dITStructureRules operational attribute and associated functionality?

o



13 
Does the DSA support the matchingRules operational attribute with “Central object configuration, with tracking” as described in subclause 0?

o



14 
Does the DSA support the matchingRules operational attribute with “Central object configuration, with tracking and authoritative selection” as described in subclause 0?

o



15 
Does the DSA support the matchingRules operational attribute with “Central object configuration, with tracking and informational selection” as described in subclause 0?

o



16 
Does the DSA support the matchingRules operational attribute with “Central object configuration, with partial tracking and authoritative selection” as described in subclause 0?

o



17 
Does the DSA support the matchingRules operational attribute with “Central object configuration, with partial tracking and informational selection” as described in subclause 0?

o



18 
Does the DSA support the matchingRuleUse operational attribute with “Central object configuration, with tracking” as described in subclause 0?

o



19 
Does the DSA support the matchingRuleUse operational attribute with “Central object configuration, with tracking and authoritative selection” as described in subclause 0?

o



20 
Does the DSA support the matchingRuleUse operational attribute with “Central object configuration, with tracking and informational selection” as described in subclause 0?

o



21 
Does the DSA support the matchingRuleUse operational attribute with “Central object configuration, with partial tracking and authoritative selection” as described in subclause 0?

o



22 
Does the DSA support the matchingRuleUse operational attribute with “Central object configuration, with partial tracking and informational selection” as described in subclause 0?

o



A.4
Capabilities and options

A.4.1
AttributeTypes operational attribute

Item No.
Protocol Element
D
P
Reference
Notes

1 
identifier

m



2 
name

o



3 
description

o



4 
obsolete

o



5 
information

m



6 

derivation

m



7 

equalitymatch

m



8 

orderingMatch

m



9 

substringsMatch

m



10 

attributeSyntax

m



11 

multi-valued

m



12 

collective

m



13 

userModifiable

m



14 

application

m



A.4.2
objectClasses operational attribute

Item No.
Protocol Element
D
P
Reference
Notes

1 
identifier

m



2 
name

o



3 
description

o



4 
obsolete 

o



5 
information

m



6 

subclassOf

m



7 

kind

m



8 

mandatories

m



9 

optionals

m



A.4.3
dITContentRules operational attribute

Item No.
Protocol Element
D
P
Reference
Notes

1 
structuralObjectClass

m



2 
auxiliaries

m



3 
mandatory

m



4 
optional 

m



5 
precluded

o



6 
name

o



7 
description

o



8 
obsolete

o



A.4.4
dITStructureRules operational attribute

Item No.
Protocol Element
D
P
Reference
Notes

1 
ruleIdentifier

m



2 
nameForm 

m



3 
superiorStructureRules

m



4 
name

o



5 
description

o



6 
obsolete

o



A.4.5
nameForms operational attribute

Item No.
Protocol Element
D
P
Reference
Notes

1 
identifier

m



2 
name

o



3 
description

o



4 
obsolete

o



5 
information

m



6 

subordinate

m



7 

namingMandatories

m



8 

namingOptionals 

m



A.4.6
matchingRules operational attribute

Item No.
Protocol Element
D
P
Reference
Notes

1 
identifier

m



2 
name 

o



3 
description 

o



4 
obsolete 

o



5 
information 

o



A.4.7
matchingRuleUse operational attribute

Item No.
Protocol Element
D
P
Reference
Notes

1 
identifier

m



2 
name

o



3 
description

o



4 
obsolete

o



5 
information

m



A.4.8
Other information

The following table can be used to provide any other relevant information:

Index
Other information




Annex B
(normative)
Amendments and Technical Corrigenda

International standards are subject to constant review and revision by ISO/IEC Technical Committee concerned and by ITU-T. The following amendments and corrigenda are approved by ISO/IEC JTC1 and by ITU-T, but at the date of publication of this part of ISO/IEC ISP 15125 they were not yet incorporated in the text of the corresponding base standards as referenced in this part of ISO/IEC ISP 15125. The amendments and corrigenda as listed below are considered as normative references by this part of ISO/IEC ISP 15125.

· Technical Corrigendum 1 to Recommendation X.501 (1993) | ISO/IEC 9594-2:1995 (addressing DRs 9594/088, 089, 090, 091, 102, 125)

· Draft Technical Corrigendum 2 to Recommendation X.501 (1993) | ISO/IEC 9594-2:1995 (addressing DRs 9594/134,136)

· Technical Corrigendum 1 to Recommendation X.511 (1993) | ISO/IEC 9594-3:1995 (addressing DR 9594/085)

· Draft Technical Corrigendum 2 to Recommendation X.511 (1993)| ISO/IEC 9594-3:1995 (addressing Defect Reports  9594/119,133)

· Technical Corrigendum 1 to Recommendation X.518 (1993) | ISO/IEC 9594-4:1995 (addressing DRs 9594/094, 106, 108, 109, 111, 112, 113, 114, 115)

· Draft Technical Corrigendum 2 to Recommendation X.518 (1993) | ISO/IEC 9594-4:1995 (addressing DRs 9594/116, 117, 118, 119, 120, 121, 130)

· Technical Corrigendum 1 to Recommendation X.519 (1993) | ISO/IEC 9594-5:1995 (addressing DRs 9594/075, 124)

· Technical Corrigendum 1 to Recommendation X.520 (1993) | ISO/IEC 9594-6:1995 (addressing DRs 9594/076, 122, 127)

· Technical Corrigendum 1 to Recommendation X.509 (1993) | ISO/IEC 9594-8:1995 (addressing DR 9594/128)

· Technical Corrigendum 2 to Recommendation X.509 (1993) | ISO/IEC 9594-8:1995 (addressing DRs 9594/077, 078, 083, 084)

· Draft Technical Corrigendum 3 to Recommendation X.509 (1993) | ISO/IEC 9594-8:1995 (addressing DRs 9594/080,092,100)

· Technical Corrigendum 1 to Recommendation X.525 (1993) | ISO/IEC 9594-9:1995 (addressing DRs 9594/097, 099, 123)

· Draft Technical Corrigendum 2 to Recommendation X.525 (1993) | ISO/IEC 9594-9:1995 (addressing DR 9594/132)

� Some examples of this pragmatism are:


The syntax of all attributes using DirectoryString syntax has changed since 1988, and continues to change, as evidenced by the need for extended software support!


Attributes with syntax DistinguishedName change both syntactically and semantically when RelativeDistinguishedName is changed to incorporate Contexts 


The subschema object class is defined to include contextTypes, dITContextUse to incorporate Contexts


The countryName attribute definition changes with the political changes reflected in ISO3166


certficate and revocation-list attributes have changed syntax, in the latter case beyond the scope of extension rules.


The postalAddress attribute appears to be frequently used outside F.401 limits, and other attribute limits are sometimes  changed to suit local conditions, when (as is usual) this creates no unacceptable side-effects.


� T-Profiles are relevant to protocol-information and its handling.


�This specification defines Version 1 Certificates.


� To be published


� This option is administratively cumbersome: how are values to be added, when the content of each value is pre-ordained by the underlying registration? Central administration arrangements can be evolved to handle this, but need to be aware of each subschema location.


� The Directory standards do not publish a default.


� A valid implementation strategy for the governingStructureRule attribute value would be to compute it every time that it is accessed. With this strategy, non-modifiability of dITStructureRule values is not so critical, but it is still desirable because of the impact of other DSAs and other places where information about the dITStructureRule attribute may be kept.


� Does it mean that the matching rule is obsolete for the specific attributes? Or for all attributes? If just for specific attributes, how is validity for other attributes to be signalled?
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