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OMB Circular A-130

CIRCULAR NO. A-130
TO THE HEADS OF EXECUTIVE DEPARTMENTS AND AGENCIES
SUBJECT: Managing Information as a Strategic Resource

Introduction
Purpose

1.
S Appieabiey For legacy information systems, agencies are expected to meet
4. Baglc Considerations
o Panning and Budgeting the requirements of, and be in compliance with, NIST standards
b. Governance
ity i) and guidelines within one year of their respective publication
e. Information Management and Access . .
vy id nformsin Sty dates unless otherwise directed by OMB. The one-year
6 ‘; EZi:IS;ﬁ‘;gﬁfEif(’ngb e compliance date for revisions to NIST publications applies only
. overpment—w1 € Responsi 1lities . . . . . .
. Oversight to new or updated material in the publications. For information
9. Authqﬁty .
0, Decintios systems under development or for legacy systems undergoing
Appendix I: Responsibilities for Protecting and Managing Federal Information Resources Signlficant Changes, agenCieS are eXpECtEd to meet the
1. Introduction . . . .
2Bumose ements requirements of, and be in compliance with, NIST standards and
4. Specific Requiltements . . . . .
5. ovemmenbvide Rponsiilies guidelines immediately upon deployment of the systems.
7. Other Requirements
8.

References OMB Circular A-130, Appendix |

Appendix II: Responsibilities for Managing Personally Identifiable Information
1. Purpose

Introduction

Fair Information Practice Principles

Senior Agency Official for Privacy

Agency Privacy Program

Managing PII Collected for Statistical Purposes Under a Pledge of Confidentiality
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NIST SP 800-53 Development & Publication Timeline NIST

SP 800-53B Implement SP 800-53B
Published Oct 2020 by Oct 2021 Implement
DRAFT SP 800-53A Rev 5 SP 800-53A Rev 5
Published Aug 2021 by Jan 2023*

11

*SP 800-53A Rev 5 (Final)
planned for Jan 2022

Recommend agencies leverage
SP 800-53A Rev 4 as NIST develops
Draft SP 800-53A Rev 5

00000000

SP 800-53 Rev 5 Implement SP 800-53 Rev 5
Published Sept 2020 by Sept 2021 3



Future Revisions of SP 800-53/53A/53B NIST

NIST

Information Technology Laboratory

COMPUTER SECURITY RESOURCE CENTER

PROJECTS NIST RISK MANAGEMENT FRAMEWORK SP 800-53 CONTROLS

NIST Risk Management Framework rur

f v

SP 800-53 Public Comments: Submit and View

Q = CSRC MENU

Public Comment on Draft Controls
v' Up to 2x per year: February & August

v" Minor Release: 30-day comment period
* Changes that do not impact control implementation

v" Major Release: 60-day comment period

EENCTETTITTE ST T
New Suggest a new SP 800-53 control or control enhancement
V| ew P roposed Cha nges Suggest a change to an existing SP 800-53 control or control enhancem|

tO CO ntrOIS [Dl’aft :> View proposed changes to the SP 800-53 controls

Controls for Public — _ -~
View proposed changes awaiting release

Comment]
View stai Ef candidate and proposals awaiting release.

Preview Controls (w/ changes
highlighted) in Next Release

gle Privacy Policy and Terms of Service af

Release Schedule

v Up to 2x Minor Releases per year: May &
November

v' Major Release every 2 years in November (in lieu
of Minor Release)

v’ Plan for SP 800-53/800-53A Rev 6: controls,
baselines & assessment procedures to be
released concurrently (draft and final)
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