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Session Abstract:

Extranets, Intranets, the Internet - In today’s fluid business environment, where do the
boundaries exist? As the very notion of what defines an enterprise is extended through
the increasing use of outsourcing, contracting, and collaboration what do we need to
protect? This panel will examine the emergence of VPNs and other techniques for
securing collaborations within and between organizations. We will consider what forms
of containment are necessary, desirable or even possible.
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