
An Architecture for Managing Security in Large Complex Enterprises

It is a well-known fact that over 80% of the security violations are perpetrated by the employees of
the enterprise.  Yet 90% of the publicity is devoted to sensational break-ins by hackers getting
through the firewalls.  Although the breath of security architecture will be covered, the focus of this
presentation is behind the firewall where most of the violations occur.  It is about the problems and
solutions to managing the many different native security systems found in most large, complex,
vendor heterogeneous environments.  Also covered will be the options for user authentication that
are easy for the end user and secure.

This presentation is aimed at management level security and IT professionals.  It is not targeted at
technically advanced.
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