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Abstract 
This presentation on Cyber-Terrorism is very much devoted to raising awareness about 
the following issues: 
 

1. The integration of physical infrastructures and cyber infrastructures  
2. The interdependence of our nation's electronic infrastructures  
3. The need for a new type of IT Security professional with knowledge of 

infrastructure security issues  
4. Why our nation's terrorist enemies are actively researching ways to leverage these 

vulnerabilities  
5. And some first hand accounts of my research into what information is being 

posted online that could assist and attack, how to evaluate information before you 
post it, and some other examples of unintended security consequences during 
various technology deployments. 
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