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Abstract: 
 
iDefense predicts the top cyber security threats of  2008: what they are, how they work and what 
the potential impact is to the enterprise.  
 
Every so often, a new business disruptor appears that fundamentally changes the way a specific 
business model works or creates an entirely new business space where none existed before. 
Disruptors are radical shifts in technology or process that cause the flow of existing business to 
change course or cause new business to start in ways that experts did not predict and for which 
status quo business leadership was not prepared. This presentation expands upon the disruptor 
idea in an attempt to predict what security disruptors may emerge in the next 5-10 years that will 
fundamentally alter the way security professionals defend the enterprise.   
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