
 
 
 
 
 

FISSEA Security Awareness, Training, & 
Education Contest 

 
 

Entry Form 

Please review rules before completing entry form including the due date.  No late 
entries will be accepted. E-mail entries to fissea-contest@nist.gov.   

 
Name of submitter:   Shelly Tzoumas 
 
Organization:    US House of Representatives 
 
 
Type of Entry:  

Awareness: there are four categories in this area: Poster, Motivational Item (aka: 
trinkets - pens, stress relief items, t-shirts. etc.), Website, Newsletter   
Training & Education: there is one category for this area: Interactive 
scenario/exercise 
 
     Training 

 
Title of Entry:    Phishing Day 
 
Description of Entry:   
Animation 
 
The House receives 675,000 email messages each day.  With such a large number of 
constituents contacting House members; Phishing is a real threat.  In order to teach how 
cyber criminals are conducting their nefarious business; the House created the animation 
Phishing Day.  Phishing Day features the centerpiece of our message campaign:  Mal 
Ware.  It teaches how spear phishing is used in advanced persistent threat scenarios.  By 
illustrating in an entertaining way – House staff learn how their simple actions on-and 
off- the House campus affect information security for their Member of Congress.  This 
scenario incorporates open source intelligence, spear phishing, and advanced persistent 
threat.  The animation is used during in-office training sessions and is available on the 
Information Security Office microsite. 
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